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At Sonar, we continuously 
seek new ways to offer our 
customers additional value 
and growth opportunities 
to expand their business, 
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ABOUT US
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|_;�=-v|;v|Ŋ]uo�bm]�
startups in the country. It 
is a companion list to the 
�uo�|_�ƔƏƏ�u-mhbm]�o=�
�-m-7-Ľv�=-v|;v|�]uo�bm]�
1olr-mb;v��_b1_�_-vķ�
for over 30 years, been 
Canada’s most respectable 
-m7�bmY�;mঞ-Ѵ�u-mhbm]�
of entrepreneurial 
achievement.

Microsoft Airband Initiative
�-m-7-Ľv�$or��uo�bm]�
Companies is an annual 
program, produced by 
Report on Business, 
�_b1_�u-mhv�0o|_�r�0Ѵb1�
and private Canadian 
companies based on    
|_u;;Ŋ�;-u�u;�;m�;�]uo�|_ĺ
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INTRODUCTION 
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-rrѴb1-ঞomĺ����1ol0bmbm]�0bѴѴbm]�-�|ol-ঞomķ�1�v|ol;u�l-m-];l;m|ķ�bm�;m|ou��Ѵb=;1�1Ѵ;�
l-m-];l;m|ķ�-m7�m;|�ouhbm]�o�;u�b;�vķ�"om-u�bv�0�bѴ|�|o�0;�-�Y;�b0Ѵ;ķ�v1-Ѵ-0Ѵ;ķ�-m7�uo0�v|�����
om;Ŋv|or�vo[�-u;�voѴ�ঞom�=ou��o�u�ou]-mb�-ঞomĺ�	;vb]m;7�|o�l-h;�l-m-];l;m|�;-vb;u�-1uovv�
|_;�0o-u7ķ�"om-u�ruo�b7;v�-�=o�m7-ঞom�=ou�or;u-ঞom-Ѵ�-�|ol-ঞom�|o�_;Ѵr�l-�blb�;�ruoC|-0bѴb|��
-m7�]uo�|_�bm�-ѴѴ�o=�o�u�r-u|m;uvĺ��|�"om-uķ��;�|-h;�rub7;�bm�0;bm]�-0Ѵ;�|o�o@;u�-�voѴ�ঞom�0�bѴ|�
-uo�m7�|_;�m;;7v�o=�o�u�r-u|m;uvĺ�);�bm1ourou-|;�0bѴѴbm]�|ooѴvķ�Cm-m1b-Ѵ�|u-1hbm]ķ���vbm;vv�
�m|;ѴѴb];m1;�u;rouঞm]ķ��!��|ooѴvķ�bm�;m|ou��|u-1hbm]ķ�-m7�l�1_�lou;Ĵ

�v�v;u�b1;v�-m7�-rrѴb1-ঞomv�1omঞm�;�|o�lb]u-|;�|o�-�1Ѵo�7Ŋ0-v;7�-rruo-1_ķ��o�ĽѴѴ�m;;7�-�|ooѴ�
|_-|�h;;rv�;�;u�|_bm]�ou]-mb�;7�-m7�1-m�=�m1ঞom�-v�|_;�1;m|;u�o=��o�u�ruo7�1|�v�b|;�|_uo�]_�
bm|;]u-ঞomvķ��;0_oohvķ�-m7�-m�-7�-m1;7�����ro�;u;7�0���u-r_ �ĺ
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Flexible Billing
ENGINE

No matter how many customers 
get added to your Sonar instance, 
and no matter how many different 

days need to be billed, Sonar is 
designed to automate customer 

invoicing, customer payments, and 
service charges in the background. 

By combining this automation 
with the flexibility to bill your 

way, Sonar offers a completely 
customizable and scalable solution 

for managing customer billing, 
invoices, and purchase orders.
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HOW SONAR MAKES IT EASY
)_;|_;u��o�Ľu;�-�Ѵ-u];�0�vbm;vv��b|_�l�ѴঞrѴ;��m|;urubv;�Ѵ;�;Ѵ�1�v|ol;uv�ou�-�����
lb7Ŋvb�;7�ou]-mb�-ঞom��b|_�|_o�v-m7v�o=�u;Ѵ-ঞ�;Ѵ��vl-ѴѴ�1�v|ol;uvķ�|_;�
0bѴѴbm]�ruo1;vv��bѴѴ�|�rb1-ѴѴ��=oѴѴo��-�ru;7b1|-0Ѵ;�r-�;umĹ

�v|-0Ѵbv_�-�u;1�uubm]�ou�om;Ŋঞl;�v;u�b1;�Ǌ��u;-|;�-m�bm�ob1;�Ǌ�!;1;b�;�
r-�l;m|�=ou�v;u�b1;v�u;m7;u;7

)_bѴ;�|_bv�Yo��bv�-�vblrѴbC1-ঞom�o=��_-|�1-m�|u-7bঞom-ѴѴ��;�r-m7�bm|o�
-�l�1_�lou;�1olrѴ;��v�v|;l�bm�oѴ�bm]�l�ѴঞrѴ;�r-�l;m|�l;|_o7v�-m7�
]-|;�-�vķ�-11o�m|v�u;1;b�-0Ѵ;ķ�|-��u;rou|vķ�bm�ob1bm]�v�v|;lvķ�-m7�r-�l;m|�
u;lbm7;u�moঞC1-ঞomvķ�b|�7o;vmĽ|�m;;7�|o�0;�-�_;-7-1_;ĺ�"om-u�bv�7;vb]m;7�|o�
-�|ol-|;�0bѴѴbm]�bm�-�v1-Ѵ-0Ѵ;��-�ķ��_b1_�l;-mv�|-hbm]�|_;�1olrѴ;�b|��o�|�o=�
|_;�;t�-ঞomĺ�"om-u�1-m�-Ѵvo�vblrѴb=��bm�ob1;�7;Ѵb�;u���b|_�-�m-ঞ�;��ubm|�|o�
�-bѴ�=�m1ঞom�0�bѴ|�7bu;1|Ѵ��bm|o��o�u�bmv|-m1;ķ��_b1_��bѴѴ�-�|ol-ঞ1-ѴѴ��rubm|�
1�v|ol;u�bm�ob1;v�-m7�v;m7�|_;l�-v�Ѵ;�;u�l-bѴ�7bu;1|Ѵ��|o�|_;bu�-77u;vvĺ
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Sonar lets you create default billing 
parameters that get applied to every account 
added to your instance as soon as they’re 
1u;-|;7ĺ�$_bv�bmbঞ-Ѵ�1omC]�u-ঞom�m;;7v�|o�
0;�r;u=oul;7�om1;ķ�-m7��bѴѴ�-�|ol-ঞ1-ѴѴ��
apply the parameters when a new account is 
created. Whether your customer signs up on 
the 1st of the month or the 11th, the default 
billing parameters will dynamically calculate 
the next bill date, next invoice date, and next 
r-�l;m|�7-|;ĺ��m�vb|�-ঞomv��_;u;�|_;�0bѴѴbm]�
7;=-�Ѵ|v�7omĽ|�-rrѴ�ķ�|_;�0bѴѴbm]�v;মm]v�1-m�
be overridden directly on the account on a 
case-by-case basis.

SCALABLE BILLING 
PARAMETERS1. �

Here are just some of the ways Sonar can make your life easier when it 
comes to managing billing and accounts.

The same billing parameters that 
-�|ol-ঞ1-ѴѴ��-rrѴ��om�;�;u��-11o�m|�-Ѵvo�
_-�;�|_;�Y;�b0bѴb|��|o�l-m-];�l�ѴঞŊlom|_�
0bѴѴbm]�1�1Ѵ;v�ou�l�ѴঞŊlom|_�v;u�b1;�rѴ-mv�om�
a monthly subscriber. Sonar gives your sales 
|;-l�|_;�Y;�b0bѴb|��|o�0�bѴ7�1om|u-1|v�|_-|�
can expand upwards as far as you need them 
|oĺ��o|�omѴ��1-m��o��v;;�|_;�Y;�b0bѴb|���b|_�
-11o�m|�1omC]�u-ঞomķ�0�|�0bѴѴbm]�moঞC1-ঞomv�
-u;�v;|��r�om1;�-m7�|ub]];u;7�-�|ol-ঞ1-ѴѴ�ķ�
with no manual involvement past the setup, 
mo�l-�;u�_o��Ѵom]�|_;�0bѴѴbm]�1�1Ѵ;�l-��0;ĺ

�

"om-uĽv�7;=-�Ѵ|�0bѴѴbm]�v;মm]v�-Ѵvo�1om|uoѴ�
|_;�-77bঞom�o=�Ѵ-|;�=;;v�Ŋ�-m7�|_;�1-Ѵ1�Ѵ-ঞom�
that determines when an invoice becomes 
past due and when the late fees will apply to 
the customer’s account. Account delinquency 
�bѴѴ�|_;m�0;�_-m7Ѵ;7�-�|ol-ঞ1-ѴѴ��bm�"om-uķ�
bm1Ѵ�7bm]�v;u�b1;�7bv1omm;1ঞomv�bm�|_;�;�;m|�
of prolonged non-payment.

�

Beyond billing defaults, Sonar also provides 
Y;�b0Ѵ;�1om|uoѴ�o�;u�0bѴѴbm]�7-�vķ�ruou-ঞom�
v;মm]vķ�-m7�-�|or-��v;মm]vĺ�$_;v;�0bѴѴbm]�
v;মm]v�;�;m�Ѵ;|��o��7bv-0Ѵ;�|_;�-�|ol-|;7�
daily billing in the event you use an external 
v�v|;l�|o�l-m-];��o�u�ou]-mb�-ঞomĽv�
-11o�m|vĺ�+o��1-m�-Ѵvo�7;Cm;��_b1_�7-�v�
the system should check accounts for 
delinquency, minimum payment amounts, and 
-�|or-��-�;lr|vĺ
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Along with the payment gateways, Sonar 
supports a number of payment methods. 
Whether your customers prefer to pay with 
their bank account, their credit card, cash, 
or check, Sonar allows you to record these 
payments directly on the customer account 
and apply them right to an invoice.

�

As part of how Sonar integrates with the 
various payment gateways, customer 
r-�l;m|�bm=oul-ঞom�bv�m;�;u�v|ou;7�bm��o�u�
bmv|-m1;ĺ��m1;�|_;�r-�l;m|�bm=oul-ঞom�bv�
entered into the system, it becomes tokenized 
and encrypted with the payment gateway. 
Not only does this mean bad actors can’t 
-11;vv��o�u�1�v|ol;uĽv�r-�l;m|�bm=oul-ঞomķ�
0�|�|_;�bm=oul-ঞom�om�|_;�r-�l;m|�l;|_o7�
can’t be changed without removing and 
re-adding the payment method. When a 
|u-mv-1ঞom�bv�v;m|�=uol��o��|o�|_;�r-�l;m|�
]-|;�-�ķ�-ѴѴ��;�u;1;b�;�bv�-�1omCul-ঞom�1o7;�
(or failure code).

�

Managing Payment Methods &
 Payment Processors2.

In addition to the flexibility provided by Sonar 
when it comes to your billing settings and defaults, 
we also allow you to fine-tune how you receive 
payments from your customers.

By providing a large list of supported payment 
ruo1;vvouvķ�"om-u�ruo�b7;v�|_;�Y;�b0bѴb|��|o�
integrate with the vendor that gives you the 
best odds of growing your business. Both 
bank account and credit card processors 
can be selected from a variety of payment 
]-|;�-�v�|o�l-h;�v�u;�"om-u�bvmĽ|�u;v|ub1ঞm]�
how you work.

�
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Data is one of the most valuable resources on 
Earth. Understanding your data could be the key to 
unlocking potential growth, reducing areas of waste, 
and rapidly scaling your business

)b|_�"om-uķ��o��];|�0�bѴ|Ŋbm�
bm-m1b-Ѵ�u;rouঞm]�ro�;u;7�0��"om-uĽv���vbm;vv�
Intelligence. Sonar is packed to the brim with reports for you to use to keep your 
business on track, and a highly customizable view to make sure any report you need 
1-m�0;�1u;-|;7�|o�0;�;u�v;u�;��o�u�0�vbm;vvĺ

Reports generated through Sonar’s Business Intelligence can also be exported as 
-��	
�ou�-v��"(�CѴ;v�=ou�v;-lѴ;vv�bm|;]u-ঞom�bm|o�-m��-11o�mঞm]�vo[�-u;��v;7�
0���o�u�ou]-mb�-ঞomĺ�$_bv�]b�;v��o��lou;�orঞomvķ�lou;�-11o�m|-0bѴb|�ķ�-m7�lou;�
u;vo�u1;v�|o�l;-v�u;��o�u�Cm-m1b-Ѵ�v�11;vv�0��-m��l;|ub1��o��1_oov;ĺ�)b|_�"om-uķ�
�;�;�;m�|-h;�b|�om;�v|;r�=�u|_;u�ŋ�b=��o��Cm7�|_-|��;Ľu;�lbvvbm]�-m��u;rou|v��;�o@;u�
an extremely robust report generator built into your instance, and if that doesn’t 
�ouhķ�o�u�v�rrou|�|;-l�1-m�_;Ѵr��o��1u;-|;�1�v|ol�om;v�|o�];|��o��|_;�bm=oul-ঞom�
you’re looking for.

FINANCIAL
REPORTING

3.
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FLEXIBLE TAXATION AND 
TAXATION INTEGRATIONS4.

"om-u�]b�;v��o��|_;�|ooѴv�|o�1olrѴ;|;Ѵ��1�v|olb�;��o�u�|-�-ঞom�bm�
"om-uĺ�)_;|_;u��o�Ľu;�1u;-ঞm]�]Ѵo0-Ѵ�|-�;v�ou�u;v|ub1ঞm]�|-�;v�|o�
vr;1bC1�];o]u-r_b1-Ѵ�-u;-v�o=��o�u�v;u�b1;�1o�;u-];ķ�|_;�|-�;v�lo7�Ѵ;�
o=�"om-u�-@ou7v��o��|_;�Y;�b0bѴb|��|o�1u;-|;�-m7�Ѵblb|�|_;�|-�;v�-v��o��
v;;�C|ĺ�$-�-ঞom�bm�"om-u�1-m�0;�u;v|ub1|;7�|o�vr;1bC1�"|-|;vķ��o�mঞ;vķ�
ou�-m��1ol0bm-ঞom�o=�,��ņ�ov|-Ѵ��o7;ķ��bঞ;vķ�"|-|;vķ�-m7��o�mঞ;vĺ

$_bv�Y;�b0bѴb|��-Ѵvo�;�|;m7v�|o�|-��;�;lrঞom�om��o�u�1�v|ol;u�
-11o�m|vĺ��-1_�1�v|ol;u�1-m�0;�l-7;�;�;lr|�=uol�rouঞomv�ou�;mঞu;�
|-�;v�7;r;m7bm]�om�|_;�vr;1bC1�v1;m-uboĺ


bm-ѴѴ�ķ�"om-u�-Ѵvo�ruo�b7;v�|_;�orঞom�o=��vbm]���-Ѵ-u-�=ou�|-�-ঞom�
r�urov;v�bm�ou7;u�|o�-�|ol-|;�|_;�1u;-ঞom�-m7�l-m-];l;m|�o=��o�u�
global and geographically restricted taxes.
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1.

1.

The billing module is only one of the many ways Sonar makes it easy to scale the way           
�o��7o�0�vbm;vvĺ��m�|_bv�v;1ঞomķ�|_;�|ooѴv�-m7�=;-|�u;v�|_-|��bѴѴ�Ѵ;|��o�u���v|ol;u�";u�b1;�
!;ru;v;m|-ঞ�;v�1u;-|;ķ�lo7b=�ķ�|u-1hķ�-m7�|uo�0Ѵ;v_oo|��o�u�1�v|ol;u�-11o�m|v��bѴѴ�0;�
_b]_Ѵb]_|;7�bm�ou7;u�|o�;�rѴou;�_o��"om-uĽv�7;7b1-ঞom�|o�bm|;]u-ঞom�-m7�Y;�b0bѴb|��l-h;����������
b|�|_;�b7;-Ѵ�om;Ŋv|or�vo[�-u;�=ou�1om|uoѴѴbm]�|_;�1�v|ol;u�;�r;ub;m1;�=uol�v|-u|�|o�Cmbv_ĺ

)_;|_;u��o�Ľu;�l-m-]bm]�-11o�m|v�ou�u;vrom7bm]�|o�ঞ1h;|vķ�|_;��-ubo�v�7-v_0o-u7v�-m7�
-7�-m1;7�CѴ|;ubm]�=;-|�u;v��bѴѴ�;mv�u;�;-1_�1�v|ol;u�u;t�;v|�1-m�0;�_-m7Ѵ;7�ruolr|Ѵ���������
-m7�;L1b;m|Ѵ�ĺ

CUSTOMER MANAGEMENT 
& SUPPORT ADVANTAGES

ACCOUNT CREATION & ADDRESS 
QUALIFICATION

$_;�-11o�m|�1u;-ঞom�ruo1;vv�bv�uo0�v|ķ��;|�vblrѴ;ĺ�)_;m�-m�-11o�m|�bv�
0;bm]�1u;-|;7ķ��o��v�rrѴ��-�m-l;ķ�-77u;vvķ�-m7�1om|-1|�bm=oul-ঞom�=ou��o�u�
1�v|ol;uĺ��77bঞom-ѴѴ�ķ�"om-u�ruo�b7;v�|_;�orঞom�o=�v�rrѴ�bm]�-77bঞom-Ѵ�
bm=oul-ঞom�bm�|_;�=oul�o=�1�v|ol�C;Ѵ7vķ��_b1_�-u;�=u;;=oulķ�7uor7o�mķ�ou�
|;�|�Ѵblb|;7�C;Ѵ7v��_;u;��o�u�ou]-mb�-ঞom�ruo�b7;v�|_;�|orb1�|o�0;�CѴѴ;7�o�|ĺ

�;-m�_bѴ;ķ�-77u;vv�t�-ѴbC1-ঞom�bm�"om-u�vblrѴbC;v�|_;�ruo1;vv�o=�u;|-bmbm]�
v;u�b1;-0Ѵ;�-77u;vv;vĺ��m��ঞl;�-m�-77u;vv�bv�-77;7�|o��o�u�bmv|-m1;ķ�b|Ľv�
v|ou;7�bm�r;ur;|�b|��-v�-�hmo�m�v;u�b1;-0Ѵ;�-77u;vvĺ�$_bv�l;-mv����-77u;vv�
assignments, inventory assignments, and account assignment history is 
all stored directly on the serviceable address and can be referred back 
to as needed by your support or sales team. Every serviceable address 
bv��;ubC;7�0��|_;��oo]Ѵ;��-rv����ķ�-m7�|_;�-vvo1b-|;7�Ѵ-ঞ|�7;�-m7�
Ѵom]b|�7;�1oou7bm-|;v�-u;�-�|ol-ঞ1-ѴѴ��v|ou;7��b|_�|_;�-77u;vv�=ou�ru;1bv;�������������
];oŊѴo1-ঞomķ�mo�l-�;u��_;u;�bm�|_;��ouѴ7��o�u�1�v|ol;u�bv�Ѵo1-|;7ĺ

�=��o��_-�;�-m��;�bvঞm]�-11o�m|v�=uol�-Ѵ|;um-ঞ�;�vo�u1;vķ�|_;bu�bm=oul-ঞom�
1-m�0;�=oul-�;7�|o�C|�bm�"om-u�-m7�blrou|;7��b|_�-ѴѴ�|_;bu�_bv|ou��-m7�
bm=oul-ঞom�ru;v;u�;7ĺ�$_bv�l;-mv�|_-|�=ou��o�u�1�v|ol;uvķ�b|ĽѴѴ�0;�Ѵbh;�
nothing ever changed once their invoice is received.
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1.

2..ACCOUNT MANAGEMENT

�

Sonar brings the same simplicity to account management that was brought to account 
1u;-ঞomĺ��;1-�v;�"om-u�bv�7;vb]m;7�|o�0;�vblrѴ;ķ��;�l-h;�b|�;-v��|o�l-m-];�v;u�b1;vķ�
r-1h-];vķ�]uo�rvķ�-m7�-11o�m|�u;Ѵ-ঞomv_brvĺ

One of the key features of Sonar’s account management is the ability to 
;v|-0Ѵbv_�-�r-u;m|�-11o�m|�-m7�-�1_bѴ7�-11o�m|�u;Ѵ-ঞomv_br�0;|�;;m�-m��
two or more customer accounts in your Sonar instance. Any account can be 
either a Parent or a Child account and establishes a hierarchy of responsibility 
�_;u;�|_;�|u-mv-1ঞomv�o=�-ѴѴ�Ѵbmh;7�1_bѴ7�-11o�m|v��bѴѴ�0;�1ol0bm;7�bm|o�-�
single invoice on the parent account, simplifying both payment visibility and 
simplicity.

�
";u�b1;��-m-];l;m|�bv�l-7;�;-v��0��ruo�b7bm]��o��-m7��o�u�ou]-mb�-ঞom�
|_;�-0bѴb|��|o�7;Cm;�;�;u��-vr;1|�o=�|_;�v;u�b1;�0;bm]�-77;7�|o�|_;�-11o�m|ĺ�
�-1_�v;u�b1;�bv�1u;-|;7�0���o�u�|;-l�Ŋ�=uol�_o��o[;m�b|�0bѴѴvķ�b|v�rub1;ķ�-m7�
even the type of service. This means you can have recurring services, data 
services, expiring services, and pre-built packages, all on the same account. 
Discount services are just as easy to apply because Sonar gives you the 
orঞom�|o�v;Ѵ;1|��_;|_;u�-m��1u;-|;7�v;u�b1;�v_o�Ѵ7�0;�-rrѴb;7�-v�-�7;0b|ķ�
or as a credit. Services and packages added to accounts can also have their 
rub1;ķ�m-l;ķ�-m7�7;v1ubrঞom�o�;uub77;m�om�-�1-v;Ŋ0�Ŋ1-v;�0-vbvĺ�$_bv�l;-mv�
that John Smith can have a tax-exempt $100 service, while Jane Doe can 
have the same service set to bill $5 a month.

�
Scheduled Events can also be used to manage account and service changes 
across your customer accounts. A few examples for scheduled events would 
0;�v;u�b1;�rѴ-m�1_-m];vķ�7bv1omm;1ঞomvķ�_oѴb7-�vķ�ou�v;u�b1;��r]u-7;vĺ�
";মm]�|_;v;�v1_;7�Ѵ;7�;�;m|v�bv�7om;�=uol�|_;�-11o�m|�r-];ķ�u;7�1bm]�|_;�
complexity and the number of clicks needed to set things up.

	
Account contacts can be removed and managed independently from the 
account itself. This means it’s easy to update account ownership or primary 
contact changes. Customers can even make this change themselves by using 
the customer portal. With Sonar, you can even update mass email recipients 
Y�b7Ѵ��0��1om|uoѴѴbm]�|_;�;l-bѴ�|�r;v�;-1_�1om|-1|�v_o�Ѵ7�u;1;b�;ĺ
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1.
CALL LOGGING, TICKETING, 
AND TROUBLESHOOTING

)b|_�"om-uķ�|_;�0;v|�;Ѵ;l;m|v�o=���v|ol;u�!;Ѵ-ঞomv_br��-m-];l;m|�vo[�-u;�-u;�0uo�]_|�
|o];|_;u�|o�1u;-|;�-��mbt�;ķ�Y;�b0Ѵ;�;�r;ub;m1;�=ou��o�u�ou]-mb�-ঞomĺ�$_;��!��lo7�Ѵ;�bm�
Sonar extends how you can communicate with your clients, how your clients communicate 
�b|_��o�ķ�-m7�_o��-ѴѴ�|_-|�bm=oul-ঞom�bv�v|ou;7��b|_bm��o�u�bmv|-m1;�-m7�|_;�1�v|ol;u�
account.

$b1h;|v�1-m�0;�or;m;7�7bu;1|Ѵ��=uol�-m�bm0o�m7�;l-bѴ�|o�-m��-77u;vv�1omC]�u;7��b|_bm�
�o�u�"om-u�bmv|-m1;ķ�-m7�|_uo�]_�bm|;]u-ঞom��b|_�"Ѵ-1hķ�moঞC1-ঞomv�1-m�0;�v;m|�|o�|_;�
-rruorub-|;�|;-l�-v�voom�-v�-�ঞ1h;|�1ol;v�bmĺ���|ol-ঞ1�u;rѴb;v�1-m�-Ѵvo�0;�1omC]�u;7�om�
a per email address basis, meaning that your replies from the sales address can be vastly 
7b@;u;m|�=uol�|_;�-�|ol-ঞ1�u;rѴ��v;m|��_;m�-�ঞ1h;|�bv�u;1;b�;7ĺ��77bঞom-ѴѴ�ķ�|_uo�]_�
|_;�v�0v1ubrঞom�v�v|;lķ�l�ѴঞrѴ;��v;uv�1-m�0;�moঞC;7�-m��ঞl;�-�ঞ1h;|�u;rѴ��1ol;v�bm�ŋ�
;vr;1b-ѴѴ���v;=�Ѵ�=ou�-�m;���"!�1olbm]�bm�|o�Ѵ;-um�|_;�uor;vĺ��mo|_;u�0;m;C|�o=�o�u�ঞ1h;ঞm]�
v�v|;l�bv�l-vv�moঞC1-ঞomv��_b1_�1-m�0;�1�v|olb�;7�|o�-11o�m|�]uo�rvķ�v;u�b1;�rѴ-mvķ�ou�
;�;m�Ѵo1-ঞomv�ŋ��v;=�Ѵ�=ou�moঞ=�bm]��o�u�1Ѵb;m|v�o=��r1olbm]�l-bm|;m-m1;�ou�1_-m];v�-|�-m�
or;u-ঞom-Ѵ�Ѵ;�;Ѵĺ��u�l-�0;��o��_-7�-m�o�|-];�o�;umb]_|��_b1_�Ѵ;-7v�|o�m�l;uo�v�1�v|ol;u�
ঞ1h;|v�|_;�=oѴѴo�bm]�loumbm]ķ��o��1-m�Ѵbmh�-ѴѴ�|_;v;�1�v|ol;u�ঞ1h;|v�|o�-�vbm]Ѵ;�bm|;um-Ѵ�ঞ1h;|�
to track and document impact. 

);�-Ѵvo�l-h;�0-vb1�|uo�0Ѵ;v_ooঞm]�;-v���b|_�1-mm;7�u;rѴb;v�0�bѴ|�ub]_|�bm|o�o�u�rou|-Ѵĺ�";|�
variables, choose the groups, and enter in the message, canned replies give you the ability to 
-77u;vv�1ollom�t�;vঞomv��_;m�|uo�0Ѵ;v_ooঞm]ķ�ruo�b7;�-11�u-|;��v-];�m�l0;uv�|o��o�u�
1Ѵb;m|vķ�-m7�l-h;�b|�;-v��|o�ruo�b7;�t�o|;v�-m7�-11o�m|�bm=oul-ঞomĺ

$o�uo�m7�o�|�|_;�|uo�0Ѵ;v_ooঞm]�;�r;ub;m1;ķ�;-1_�-11o�m|�1-m�v|ou;�1-ѴѴ�Ѵo]v�bm�-77bঞom�|o�
ঞ1h;|vĺ��-1_�1-ѴѴ�Ѵo]�1-m�|_;m�v;-lѴ;vvѴ��0;�;v1-Ѵ-|;7�bm|o�-�ঞ1h;|ķ�-m7�-77bঞom-Ѵ�1-ѴѴ�Ѵo]v�1-m�
u;=;u;m1;�;�bvঞm]�or;m�ঞ1h;|vķ�-m7�|�bm]�;�;u�|_bm]�|o];|_;u�bv�|_;�-0bѴb|��|o�v;-lѴ;vvѴ��Ѵbmh�
-�fo0�|o�-m�;�bvঞm]�ঞ1h;|ķ�h;;rbm]�|_;�mo|;vķ�|u�1h�uoѴѴķ�-m7�1�v|ol;u�bm|;u-1ঞom�-ѴѴ�bm�om;�
place.

$uo�0Ѵ;v_ooঞm]�1-m�-Ѵvo�l-h;��v;�o=�_bv|oub1-Ѵ�Ѵo]]bm]ķ�-v�;�;m�b=�-�1-ѴѴ�ou�ঞ1h;|�bvmĽ|�Ѵo]];7�
�rom�-m�bmbঞ-Ѵ�1-ѴѴķ�|_uo�]_�|_;��v;�o=�_bv|oub1-Ѵ�|u-1hbm]�|_;�-];m|�1-m�v;;��_o�Ѵ-v|�vroh;�
with the customer (based on who opened the account) and gather details from them directly 
|o�;mv�u;�;�;u��1�v|ol;u�bm|;u-1ঞom�bv�-v�vloo|_�-m7�v;-lѴ;vv�-v�b|�1-m�0;ĺ

3.
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MANAGING YOUR INVENTORY 
CONSUMPTION & ORDERING

Managing Inventory items can be a tedious process as a result of the need to manage a 
�b7;�v;Ѵ;1ঞom�o=�bm�;m|ou��lo7;Ѵvķ�b|;lvķ�-m7�l-m�=-1|�u;uvĺ�)b|_�"om-uķ�|_bv�ruo1;vv�bv�
vblrѴbC;7�0��Ѵ;মm]��o�u�ou]-mb�-ঞom�-m7��-u;_o�v;�|;-lv�1om|uoѴ�;�;u��-vr;1|�o=�bm�;m|ou��
management. Whether you’re adding new items or assigning them to your technicians, Sonar 
provides the ability to track not just hardware, but bulk equipment as well, with per-unit 
pricing and usability statuses. This means you can follow up on every piece of inventory in 
your system through every step of its lifecycle.

�m;�o=�|_;�l-bm�-7�-m|-];v�o@;u;7�0��"om-uķ�-m7�bm�|�um�-m�bm�;m|ou��v�v|;l�0�bѴ|�0���o�u�
ou]-mb�-ঞomķ�bv�|_;�Y;�b0bѴb|��|o�;m|;u�7-|-�_o�;�;u�b|�C|v��o�u�loѴ7ĺ�
ou�;�-lrѴ;ķ�-77bm]�-�
uo�|;u�7;vb]m;7�=ou�bmv|-ѴѴ-ঞom�-|�|_;�1�v|ol;u�ru;lbv;v�_-v��o��-77bm]�|_;�l-m�=-1|�u;uķ�
1u;-ঞm]�|_;�lo7;Ѵvķ�v;মm]�|_;��-ubo�v�C;Ѵ7v��v;7�=ou�bm�;m|ou��|u-1hbm]ķ�|_;�rub1;�o=�-ѴѴ�b|;lv�
o=�|_;�v-l;�bm�;m|ou��lo7;Ѵ�Őbm�|_;�1-v;�o=�7bu;1|�1�v|ol;u�r�u1_-v;őķ�-m7�b|v�7;v1ubrঞomĺ��

uol�|_;u;ķ�b|Ľv�-�l-�;u�o=�1u;-ঞm]�-vvb]m;;v�-m7�Ѵo1-ঞomv�=ou�|_;�ou]-mb�-ঞomķ�-m7��o�u�
basic inventory sheet is ready to use. Assignees are also completely customizable, whether 
|_;�Ľu;�-��-u;_o�v;ķ�-�C;Ѵ7�|;1_mb1b-mķ�ou�-�vr;1bC1�v_-u;7��;_b1Ѵ;ķ��o��1-m�1u;-|;�-vvb]m;;v�
|o�v�b|�-m��vb|�-ঞomĺ

�;�om7�l-m-]bm]�_o��bm�;m|ou��bv�1u;-|;7ķ�"om-u�o@;uv�-m�bm1u;7b0Ѵ���;uv-ঞѴ;�bm�;m|ou��
lo7�Ѵ;ķ�-ѴѴo�bm]��o��|o�v;-u1_�|_uo�]_��o�u�bm�;m|ou��bm�u;-ѴŊঞl;��b|_�-�v;|�o=�vblrѴ;�CѴ|;uv�
-m7�orঞom-Ѵ�-7�-m1;7�CѴ|;ubm]ĺ�$_;�CѴ|;uv�1-m�-Ѵvo�0;�1ol0bm;7�|o�u;Cm;��o�u�u;v�Ѵ|v�|o�
l-h;�v�u;��o�Ľu;�];মm]�|_;�7;|-bѴv�|_-|��o��vr;1bC1-ѴѴ���-m|ĺ��o�lou;�=u�v|u-ঞm]�bm�;m|ou��
vru;-7v_;;|v�ou�-�7b|v�Ŋ�"om-u�Ѵ;|v��o��Cm7�-m��bm�;m|ou��b|;l��b|_�;-v;ĺ��m7�0;1-�v;�;�;u��
change is tracked in Sonar, your warehouse team will always know where each inventory item 
moved to, when it was moved down to the minute, and who moved it. This applies to your in-
warehouse equipment and to equipment deployed to the customer premises (or in the process 
of being RMA’d), as every step of the process can be tracked within the inventory module.

Sonar also provides the ability to order more inventory from directly within your instance. 
�mv|;-7�o=�m;;7bm]�|o�ঞ;�|o];|_;u�l�ѴঞrѴ;�7bvr-u-|;�v�v|;lvķ��o��1-m�;-vbѴ��|-h;�-�u;t�;v|�=ou�
new inventory items from your warehouse team and send it to your preferred vendor through 
|_;���u1_-v;��u7;u�lo7�Ѵ;�bm�"om-uĺ�$_;�;mঞu;�r�u1_-v;�ou7;u�ruo1;vv�bv�1�v|olb�-0Ѵ;ķ��o��
add the vendors, the vendor models, and even the vendor items. The prices can be based on 
;�bvঞm]��_oѴ;v-Ѵ;�u-|;v��o��_-�;��b|_�|_;��;m7ouķ�-m7�|_;�r�u1_-v;�ou7;uv��bѴѴ�-�|ol-ঞ1-ѴѴ��
be emailed to the vendor’s email address that you provide.
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DISPATCHERS & FIELD 
TECHNICIANS
"om-u�bv�7;vb]m;7��b|_�bm|;um;|�v;u�b1;�ruo�b7;uv�bm�lbm7ķ��_b1_�l;-mv�
o�u�vo[�-u;�bv�7;vb]m;7�|o�0;�v;-lѴ;vvѴ��bm1ourou-|;7�bm|o��o�u�;�bvঞm]�
7bvr-|1_;u��ouhYo�ĺ�"1_;7�Ѵ;�-�-bѴ-0bѴb|�ķ�7ub�;�ঞl;vķ�-m7��-1-ঞom�ঞl;�
1-m�-ѴѴ�0;�;m|;u;7�bm|o�|_;�v�v|;l�-m7��bѴѴ�0;��v;7�|o�7bvrѴ-���_b1_�C;Ѵ7�
|;1_mb1b-mv�-u;�-�-bѴ-0Ѵ;�=ou��_b1_�fo0vĺ��77�bm�];o=;m1bm]ķ�-m�;�r-mvb�;�
l-rrbm]�lo7�Ѵ;ķ�-m7��-ubo�v��b;�v�-m7�CѴ|;uv�=ou�|_;�v1_;7�Ѵbm]�lo7�Ѵ;ķ�
-m7��o��lb]_|�v|-u|�|o�v;;�_o��"om-u�1-m�l-h;�b|�;-v��=ou��o�u�7bvr-|1_;uvĺ�
But it doesn’t stop there - Sonar also has a free mobile app, available on 
�m7uob7�-m7�b�"ķ��_b1_�Ѵbmhv�0-1h�|o��o�u�bmv|-m1;�-m7�-ѴѴo�v��o�u�C;Ѵ7�
|;1_mb1b-mv�|o�v�0lb|�-11o�m|�1_-m];v�Ŋ�;�;m��_;m�|_;�Ľu;�oZbm;ĺ

MAPPING MODULE & GEOFENCING

The mapping module in Sonar provides an overview of your serviceable 
area by displaying your network sites and customer accounts in a visual 
bm|;u=-1;ĺ�$_;�l-r�-ѴѴo�v��o��|o�CѴ|;u��_-|��o��v;;�om�-��-ub;|��o=�
Ѵ;�;Ѵvĺ�)_;|_;u��o�Ľu;�Ѵoohbm]�=ou�-11o�m|v��b|_bm�-�vr;1bC1�Ѵo1-ঞom�
�b|_�|_;�Ѵ-vvo�|ooѴ�ou��-mঞm]�|o�;�1Ѵ�7;�vr;1bC1�u;v�Ѵ|vķ�v�1_�-v�
bm�;m|ou��Ѵo1-ঞomv�ou�m;|�ouh�vb|;vķ�|_;�l-rrbm]�lo7�Ѵ;�=-1bѴb|-|;v�
that. 

Similarly, part of the robust mapping module is the ability to create a 
�;o=;m1;�=ou��o�u�C;Ѵ7�|;1_mb1b-mvĺ�$_bv�-ѴѴo�v��o��|o�u;v|ub1|��o�u�C;Ѵ7�
or;u-ঞomv�|o�vr;1bC1�];o]u-r_b1-Ѵ�v;u�b1;�-u;-vĺ��-1_�];o=;m1;�1-m�0;�
1u;-|;7�|o�vr-m�-m��7;vbu;7�-u;-ķ�-m7�l�ѴঞrѴ;�];o=;m1;v�1-m�0;�m;v|;7�
�b|_bm�;�bvঞm]��om;vĺ�)b|_�];o=;m1;vķ��o��1-m�;mv�u;�|_-|�v;u�b1;�
�om;v�u;t�bubm]�1;u|-bm�|u-bmbm]�ou�1;uঞC1-ঞomv�1-m�omѴ��0;�v;u�b1;7�0��
|;1_mb1b-mv�|_-|�l;;|�|_ov;�u;t�bu;l;m|vĺ��77bঞom-ѴѴ�ķ�b=��o��v;u�b1;�
l�ѴঞrѴ;�1o�mঞ;v�ou�v|-|;v�-m7�_-�;�|;1_mb1b-mv�u;vb7bm]��b|_bm�-�v_ou|�
7bv|-m1;�o=�;-1_�o=�|_ov;�Ѵo1-ঞomvķ�];o=;m1;v�Ѵ;|��o��v|u-|;]b1-ѴѴ��
7bvr-|1_�|;1_mb1b-mv�0��1u;-ঞm]�];o=;m1;v�|_-|�7;|;ulbm;�-�l-�bl�l�
service range.

1..
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2..

�

�m�|_;�|orb1�o=�C;Ѵ7�|;1_mb1b-mvķ�|_;�v1_;7�Ѵbm]�lo7�Ѵ;�bm�"om-u�1ol0bm;v�m�l;uo�v�
=;-|�u;v�|o�vblrѴb=��|_;�|u�1h�uoѴѴ�;�r;ub;m1;�=ou��o�u�ou]-mb�-ঞom�-m7��o�u�1�v|ol;uvĺ�

Job Types�Ŋ��m�"om-uķ�;�;u��7bvr-|1_�fo0�bv�l-7;�-v�-�vr;1bC1�|�r;�o=�fo0ķ�
-m7�|_;�1u;-ঞom�o=�;-1_�|�r;�bv�l-7;�|o�0;�-v�Y;�b0Ѵ;�-v�rovvb0Ѵ;�=ou��o�u�
ou]-mb�-ঞomĺ��-1_�fo0�|�r;�bv�m-l;7ķ�]b�;m�-�7;=-�Ѵ|�Ѵ;m]|_ķ�-m7��_-|�-1ঞomv�
v_o�Ѵ7�0;�-�|ol-|;7��rom�1olrѴ;ঞom�o=�|_;�fo0ķ��_;|_;u�|_;�fo0��-v�=-bѴ;7�
or completed successfully.

Task templates can also be assigned to any job type, which will be a list of 
-1ঞomv�|_-|�|_;�C;Ѵ7�|;1_mb1b-m��bѴѴ�m;;7�|o�1olrѴ;|;�0;=ou;�|_;�fo0�1-m�0;�
considered complete.

�
The Scheduling Module�Ŋ�$_;�v1_;7�Ѵbm]�lo7�Ѵ;�ru;v;m|v�|�o�=�m1ঞom-ѴѴ��
vblbѴ-u��b;�v�=ou�v1_;7�Ѵbm]��o�u�|;1_mb1b-mvĺ�$_;�Cuv|�bv�|_;�fo0�Ѵbv|ķ��_b1_�
7bvrѴ-�v�;�;u��fo0�bm��o�u�bmv|-m1;�|_uo�]_�|_;��v;�o=�CѴ|;uvĺ�$_bv��b;��
ruo�b7;v�vol;��mbt�;�bm=oul-ঞomķ�v�1_�-v�_o��Ѵom]�-�|;1_mb1b-m�_-v�0;;m�
-1ঞ�;�om�-�fo0ķ�ou�|_;�1�uu;m|�fo0�v|-|�vĺ

The second view is the dispatcher view. While there are several ways to 
schedule a job using Sonar, the dispatcher view provides a visual interface 
=ou�v1_;7�Ѵbm]�fo0vķ�l;-mbm]�-�vblrѴ;uķ�lou;�-11;vvb0Ѵ;�bm|;u-1ঞom��b|_�|_;�
vo[�-u;ĺ��ѴѴ�|;1_mb1b-mv��bѴѴ�0;�Ѵbv|;7�bmbঞ-ѴѴ�ķ�-m7��_;m�-�fo0�bv�v;Ѵ;1|;7�
-m7�0uo�]_|�om|o�|_;�1-Ѵ;m7-uķ��m-�-bѴ-0Ѵ;�ou�bm�-Ѵb7�C;Ѵ7�|;1_mb1b-mv��bѴѴ�0;�
grayed out. The dispatcher view will also dynamically display the calculated 
7ub�;�ঞl;�0;|�;;m�;-1_�fo0�|o�0;�;u�bm=oul�|_;�7-�Ľv�fo0�v1_;7�Ѵ;ĺ


�u|_;uķ�l�ѴঞrѴ;�|;1_mb1b-mv�1-m�0;�v1_;7�Ѵ;7�om�|_;�v-l;�fo0�-v�u;t�bu;7ĺ�
�-1_�fo0�0oohbm]�]b�;v��o��|_;�orঞom�|o�v;Ѵ;1|�l�ѴঞrѴ;�|;1_mb1b-mv�-m7�
omѴ��v_o��ঞl;v��_;u;�0o|_�|;1_mb1b-mv�-u;�-�-bѴ-0Ѵ;ĺ�$_bv�-ѴѴo�v��o��|_;�
Y;�b0bѴb|��|o�7bvr-|1_�-v�l-m��ou�-v�=;��|;1_mb1b-mv�-v�m;;7;7�-m7�l-h;�v�u;�
that the correct technicians are going out.

�
Schedule Availability & Pre-Set Scheduling - With a basic understanding 
o=�|_;�v1_;7�Ѵbm]�lo7�Ѵ;ķ�|_;�m;�|�v|;r�bv��m7;uv|-m7bm]�_o���o�u�C;Ѵ7�
|;1_mb1b-mv�C|�bm|o�|_;�v1_;7�Ѵ;ĺ�$_bv�bv�7om;�bm�|�o�v|-];vĺ�$_;�Cuv|�bv�
v;মm]�|_;�o�;u-ѴѴ�-�-bѴ-0bѴb|��=ou��o�u�C;Ѵ7�|;1_mb1b-mv�|_uo�]_�|_;��v;�
o=�"1_;7�Ѵ;���-bѴ-0bѴb|��bm�"om-uĺ�$_bv�v;মm]�lo7�Ѵ;�-ѴѴo�v��o��|o�7;Cm;�
�_b1_�|;1_mb1b-mv�-u;�-�-bѴ-0Ѵ;�bm�1;u|-bm�ঞl;�=u-l;vķ�-m7��_-|�fo0v�|_ov;�
technicians can be dispatched to.

JOB SCHEDULING & TRUCK ROLLS
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EMPOWER YOUR FIELD TECHNICIANS

&rѴo-7�7o1�l;m|vķ�r_o|ov�-m7�t�b1hѴ��-77�
mo|;v�|o�|_;�-11o�m|ķ1olrѴ;|;�|_;�fo0��b|_�
e signatures using built-in digital contracts. 

��v|olb�-0Ѵ;�|-vh�Ѵbv|v�;mv�u;�|_-|��o�u�
C;Ѵ7�|;1_v�];|�|_;�fo0�7om;ķ��_;|_;u�b|Ľv�-�
u;vb7;mঞ-Ѵ�ou�0�vbm;vv�v;u�b1;�1-ѴѴĺ��lruo�;�
the customer experience and say goodbye 
|o��mm;1;vv-u��r-r;u�ouh�-m7�7�rѴb1-|;�
data entry. 

";;�-�1olrѴ;|;�o�;u�b;��o=��o�u�fo0v�
v1_;7�Ѵ;7�=ou�|_;�7-��-m7��v;�|_;���"�
uo�|;�]�b7-m1;�|o�-uub�;�om�ঞl;�-m7�l-h;�
-�]u;-|�Cuv|�blru;vvbomĺ�"-�;�ঞl;�-m7�-�ob7�
�mm;1;vv-u��v;|0-1hv��b|_�o�u�0�bѴ|Ŋbm�
m-�b]-ঞomĺ�

No Service. No problem!

On the go data capture

Eliminate human error & callbacks

Arrive on time, Every time!

The Field Tech Mobile App was designed with mobile devices in mind 
u-|_;u�|_-m�vblrѴ��ruo�b7bm]�-�lo0bѴ;�bm|;u=-1;�=ou�|_;��;0�&�ķ�vblrѴbC;v�
|_;�C;Ѵ7�|;1_mb1b-mĽv�1oll�mb1-ঞom�0-1h�|o��o�u�"om-u�bmv|-m1;��_bѴ;�
|_;�Ľu;�o�|�bm�|_;�C;Ѵ7ĺ�)_;|_;u�|_;�Ľu;�vblrѴ��u;rѴ-1bm]�;t�brl;m|ķ�
|uo�0Ѵ;v_ooঞm]�m;|�ouh�bvv�;vķ�ou�|-hbm]�r-�l;m|v�=uol�|_;�1�v|ol;uķ�
the mobile app will facilitate that. 

)_bѴ;�|_;�lo0bѴ;�-rr�7o;v�ruo�b7;�-�lou;�Ѵblb|;7�v;|�o=�-1ঞomv��_;m�
1olr-u;7�|o�|_;�=�ѴѴ��;0�bm|;u=-1;ķ�|_;u;�-u;�v;�;u-Ѵ�-7�-m|-];vĺ�$_;�Cuv|�
bv�-�lou;�=o1�v;7��b;��=ou��o�u�C;Ѵ7�|;1_mb1b-mv�Ŋ�|_;�ĽѴѴ�v;;�|_;�7-�Ľv�
schedule, have access to the customer’s account, seamlessly access driving 
7bu;1ঞomvķ�-m7�0;�-0Ѵ;�|o�t�;�;�oZbm;�-1ঞomv��_;m�|_;�|;1_mb1b-m�_-v�mo�
service.

A well-documented 
install leads to fewer 
callbacks and simple 
troubleshooting if 
issues arise in the 
future.

&v;�|_;�-rr�bm�omѴbm;�ou�oZbm;�lo7;ĸ�
-11o�m|�1_-m];v�-�|ol-ঞ1-ѴѴ��v�m1��_;m�
|_;�1omm;1ঞom�bv�u;v|ou;7ĺ��11;vv�1ubঞ1-Ѵ�
bm=oul-ঞom�-m7�|ooѴv��_;m�oZbm;�|o�-�ob7�
-m��7;Ѵ-�v�bm�v�11;vv=�Ѵ�fo0�1olrѴ;ঞomĺ

3..SONAR FIELD TECH MOBILE APP
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USING SONAR TO MANAGE & 
PROVISION YOUR NETWORK

�;1-�v;�"om-u��-v�-m7�bv�7;vb]m;7�0��-�7;�;Ѵorl;m|�|;-l�CѴѴ;7��b|_�;�r;ub;m1;�bm�|_;�
Internet Service Provider business space, it can do a lot more than just billing. One of 
the ways Sonar makes it easy for you is by including several tools and features to make 
�o�u�fo0�;-vb;u��_;m�b|�1ol;v�|o�l-m-]bm]��o�u�ou]-mb�-ঞomĽv�bm|;um-Ѵ�-m7�1�v|ol;uŊ
=-1bm]�m;|�ouh�bm=u-v|u�1|�u;ĺ�
uol�bm1ourou-ঞm]�0bѴѴbm]�=ou�7-|-�-m7��ob1;�v;u�b1;v�bm�-�
Y;�b0Ѵ;��-��|o�ruo�b7bm]�-�7�m-lb1�m;|�ouh�l-rķ�"om-u�ruo�b7;v�|ooѴv�|o�1om|uoѴ��o�u�
network – your way.
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1. NETWORK TOOLS

�;|�ouh�vb|;v�-u;�-��-��|o�lomb|ou�-m7�|u-1h�|_;�oub]bm-ঞm]�robm|�=ou�
your services in Sonar. Whether you’re a Wireless Internet Service 
�uo�b7;u�ou�-�lou;�|u-7bঞom-Ѵ��"�ķ�-�m;|�ouh�vb|;��bѴѴ�-Ѵ�-�v�0;��v;=�Ѵĺ

Network sites have inventory linked to them, IP address pools assigned 
to them, and customer provisioning can be traced back to the equipment 
om�|_;�m;|�ouh�vb|;ĺ��77bঞom-ѴѴ�ķ�m;|�ouh�vb|;v�-u;��v;7�|o�;v|-0Ѵbv_�-�
network map based on connected devices and backhauls, which in turn 
is used to create a network map in Pulse.

�

Using the connected devices linked to each of your network sites 
and the IP addresses assigned to them, Sonar creates a dynamically 
];m;u-|;7ķ�1omv|-m|Ѵ���r7-ঞm]�m;|�ouh�l-r�ub]_|�bm��o�u�bmv|-m1;ĺ��|�
1-m�0;��b;�;7�=uol�-m��m;|�ouh�vb|;ķ�;�rou|;7�-v�-m�bl-];ķ�-m7�CѴ|;u;7�
for a more precise view of your network. This map will show connected 
7;�b1;vķ�|_;�0-1h_-�Ѵv�1omm;1ঞm]�;-1_�m;|�ouh�vb|;ķ�-m7�1omm;1ঞom�
endpoints, all in a single view.

While Pulse may not be as detailed or as expansive as a true network 
map you might create, it nonetheless provides a valuable tool in your 
-uv;m-Ѵ��_bѴ;�|uo�0Ѵ;v_ooঞm]�m;|�ouh�bvv�;v�bm��o�u�bmv|-m1;ĺ

�

�m;�o=�|_;�-77bঞom-Ѵ�-7�-m|-];v�o=�l-rrbm]��o�u�m;|�ouh��b|_���Ѵv;�bv�
"om-uĽv�-0bѴb|��|o�|_;m�1omঞm�o�vѴ��lomb|ou�|_;�7;�b1;v�-77;7�|o��o�u�
network sites for any issues. Using a tool built by Sonar called a “Poller”, 
each of your devices will be contacted through SNMP and ICMP to 
1omCul�|_;bu�v|-|�v�-m7��rঞl;ĺ��m��bvv�;v�=o�m7��b|_��o�u�7;�b1;v��bѴѴ�
then be displayed on the network dashboard, and further details can be 
gathered by reviewing the monitoring history of each device.

�

NETWORK SITES

PULSE MAPPING

DYNAMIC NETWORK MONITORING
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2. PROVISIONING TOOLS

INLINE DEVICES, RADIUS, DHCP, & INCOGNITO

WEBHOOKS & API

Sonar is designed around simplicity, and to make things easier for your network 
|;-l�-m7��o�u�ou]-mb�-ঞomķ��;�o@;u�-��-ub;|��o=�l;|_o7v�|o�ruo�bvbom��o�u�
customers with data services and IP addresses.

Whether you prefer to use all MikroTiks on your network or have a mix of devices, 
"om-uĽv�uo0�v|�ruo�bvbombm]�bm|;]u-ঞomv��bѴѴ�_;Ѵr�-�|ol-|;�];মm]��o�u�1�v|ol;uv�
omѴbm;ĺ��-1_�bm|;]u-ঞom�_-v�-�vblbѴ-u�v;|�r�ruo1;vvķ�;-1_�-v�v|u-b]_�ou�-u7�-v�|_;�
o|_;uĺ�+o�u�ou]-mb�-ঞom�1-m�;�;m�lb��-m7�l-|1_�7b@;u;m|�ruo�bvbombm]�|;1_moѴo]b;v�
|o�l-h;�v�u;��o�Ľu;�7;Ѵb�;ubm]�|_;�0;v|�rovvb0Ѵ;�v;u�b1;�|o��o�u�1�v|ol;uv�mo�l-�;u�
what they subscribe to. The array of built-in methods mean that wireless customers, 
1-0Ѵ;�1�v|ol;uvķ�-m7�C0;u�1�v|ol;uv�1-m�-ѴѴ�0;�1omm;1|;7�-m7�lomb|ou;7��vbm]�
Sonar alone.

)_bѴ;�"om-u�v|ub�;v�|o�ruo�b7;�-�m-ঞ�;�bm|;]u-ঞom�;�r;ub;m1;�|_-|�l;;|v�-ѴѴ��o�u�
m;|�ouhbm]�m;;7vķ�|_;��u-r_ ������bm�1ol0bm-ঞom��b|_�-��;u��Ѵom]�Ѵbv|�o=��;0_ooh�
endpoints means that nearly any networking tool, provisioning tool, or 3rd-party 
bm|;]u-ঞom�1-m�0;�1omm;1|;7�|o��o�u�"om-u�bmv|-m1;ĺ

With the GraphQL API, your instance becomes completely transparent. There are 
very few limits on what can be accessed, and the same is true for the webhook 
endpoints. If you can modify it using the API, there will likely be an endpoint to 
|ub]];u�-1ঞom�om�|_;�v-l;�b|;lĺ

This means device provisioning and IP address assignments aren’t limited to the 
m-ঞ�;�bm|;]u-ঞomv�0�|�1-m�0;�-�|ol-|;7�o�|vb7;�"om-uķ��_bѴ;�|_;�-1ঞomv�|-h;�
rѴ-1;�bm�"om-u��b|_o�|��o�u�bm|;u�;mঞomĺ

�

�
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3. DATA & VOICE SERVICES

For Data billing, the data service is created with the download and 
upload speed, limits, and overage charges in the event of a bandwidth 
limit. The data itself is tracked through your own network devices 
and sent through to Sonar for easy viewing by your team and by your       
end-user. 

(ob1;�0bѴѴbm]�bv�Y;�b0Ѵ;�-v��;ѴѴķ�-ѴѴo�bm]��o��|o�7;|;ulbm;�|_;�m�l0;u�o=�
minutes, local or long-distance, allowed to each service bracket, as well 
-v�7;Cm;�|_;�1Ѵ-vvbC1-ঞom�o=�Ѵo1-Ѵ�m�l0;uv�=ou�|_-|�v;u�b1;ĺ��77bঞom-ѴѴ�ķ�
the DID assigned to the customer is shown on the invoice, and if          
l�ѴঞrѴ;�	�	v�-u;�-vvb]m;7�|_;m�;-1_�	�	��bѴѴ�-rr;-u�om�|_;�bm�ob1;�-v�-�
unique line item.
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SECURITY & COMPLIANCE
SONAR AND GENERAL DATA 
PROTECTION REGULATION 

Security in the Cloud
Sonar has implemented technical security and privacy protection solutions offered by 
Microsoft Azure to maintain the confidentiality, integrity, availability, and privacy of client data 
stored in the cloud.

Our Cloud Service Provider (Microsoft Azure) platforms meet a broad set of international 
and industry-specific compliance standards, such as the General Data Protection Regulation 
(GDPR), ISO 27001, HIPAA, FedRAMP, SOC 1, and SOC 2. Rigorous third-party audits verify 
their adherence to the strict security controls these standards mandate. Refer to Microsoft 
Service Trust Portal which has a listing of all their Audit Certifications.

Data Security - Industry Standard Encryption and Secure Connections 
Sonar’s data is transmitted to and from our servers over HTTPS and is encrypted in transit 
(TLS 1.2 and above for data in transmission) and using AES 256-bit encryption for protecting 
data at rest. All communications use SSL encryption, and our data is stored in SOC 1 Type II, 
SOC 2 Type I, and ISO 27001 certified Cloud Data Centers.

Network Security - Intrusion Detection and Prevention
Our networks are protected by Microsoft Azure firewalls configured to follow industry 
best practices for network ingress/egress security. The firewall is configured for Extended 
Detection and Response (XDR) monitoring of security vulnerabilities and threats to protect 
against malware, brute-force attacks, SQL injections, Denial of Service (DoS) and Distributed 
Denial of Service (DDoS) attacks, worms, and botnets.

Azure Network Security Groups (NSGs) are used to control both inbound and outbound 
traffic to our cloud Virtual Network. NSG’s are used to filter traffic at the network layer by 
using security rules to allow or deny traffic based on 5-tuple information: protocol (TCP, UDP, 
ICMP), source (IP address), source port, destination, and destination port.

Sonar has established detailed operating procedures, security policies, processes and security 
tools designed to: ensure the safety of all Sonar employees, suppliers, partners and customers; 
control the quality of, and maintain the integrity of, all Sonar information systems and services; 
and provide continuous availability and optimized performance.
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SECURITY & COMPLIANCE
SONAR AND GENERAL DATA 
PROTECTION REGULATION 

Data Governance
Sonar understands the Cloud Shared Responsibility Model and its ownership of data 
as it relates to Cloud Services subscribed to using Microsoft Azure. Sonar has achieved 
CyberSecure Canada certification, and is actively working towards ISO 27001 certification. 
Our commitment to data privacy and security are centered around protecting the 
confidentiality, integrity, privacy, availability and security of data, to prevent and detect 
external threats by disclosing our rights and obligations in our Privacy Policy which is aligned 
with GDPR (General Data Protection Regulation) requirements.

European Data Transfer
The European Commission has the power to determine, on the basis of article 45 of 
Regulation (EU) 2016/679 whether a country outside the EU offers an adequate level of data 
protection.

In 2001, the EU recognized Canada’s Personal Information Protection and Electronic 
Documents Act (PIPEDA) as providing adequate protection.

Canada’s adequacy status ensures that personal data can flow from the EU to Canada without 
any further safeguard being necessary.

Microsoft has long used the Standard Contractual Clauses as a basis for transfer of data for its 
enterprise online services. The Standard Contractual Clauses are standard terms provided by 
the European Commission that can be used to transfer data outside the European Economic 
Area in a compliant manner. Microsoft has incorporated the Standard Contractual Clauses 
into all of their Volume Licensing agreements. For personal data from the European Economic 
Area, Switzerland, and the United Kingdom, Microsoft ensures that transfers of personal data 
to a third country or an international organization are subject to appropriate safeguards as 
described in Article 46 of the GDPR.

Canada’s adequacy determination in Commission Decision 2002/2/EC has been attached for 
reference.
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CANADA’S ADEQUACY DETERMINATION IN 
COMMISSION DECISION 2002/2/EC
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CANADA’S ADEQUACY DETERMINATION IN 
COMMISSION DECISION 2002/2/EC
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CANADA’S ADEQUACY DETERMINATION IN 
COMMISSION DECISION 2002/2/EC
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CANADA’S ADEQUACY DETERMINATION IN 
COMMISSION DECISION 2002/2/EC
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SONAR’S TECHNICAL 
SECURITY OVERVIEW

1.0 Purpose
This document has been compiled to provide clients and partners with an overview of Sonar 
Software’s security-related technologies, policies, and best practices by addressing many of 
the most common questions and areas of importance to our valued business partners.

The information in this document is to be considered highly confidential and may only be 
distributed with permissions within the implementing organization.

If you require any additional information please reach out to your Sonar contact and they will 
initiate the internal request immediately.

2.0 Information Security
2.1 Cloud Security
Sonar leverages the power and security of Microsoft Azure, DigitalOcean, and Amazon Web 
Services (AWS) to keep client data secure, confidential, and private in the cloud.

Microsoft Azure Cloud Infrastructure Certifications: ISO 9001, ISO 27001, ISO 27017, ISO 
27018, ISO 20000-1, ISO 22301, SOC 1-3, CSA STAR.

DigitalOcean Cloud Infrastructure Certifications: ISO 9001, ISO 27001, ISO 14001, ISO 
50001, ISO 22301, SOC 1-3, CSA STAR, PCI-DSS.

AWS Cloud Infrastructure Certifications: ISO 9001, ISO 27001, ISO 27017, ISO 27018, SOC 
1-3, FedRAMP & FIPS.

Laws, Regulations & Privacy: PIPEDA, CISPE, FERPA, HIPAA, ITAR & EU DPD.

Alignments/Frameworks: CIS, CJIS, CSA, FISC, FISMA, ICREA, NIST & EU-US Privacy Shield.

All Data Centers maintain SSAE-16 attestation in conjunction with their auditor. SSAE-16 
attestation is based on an in-depth series of documented controls covering the operational 
management of the Data Center Hosting infrastructure.

For more details, visit:

Microsoft Azure https://servicetrust.microsoft.com
DigitalOcean https://www.digitalocean.com/trust/certification-reports/
Amazon Web Services (AWS)  https://aws.amazon.com/artifact/
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SONAR’S TECHNICAL 
SECURITY OVERVIEW

2.2 Network Security
1. Network Security Group controlled access to our private VNets.
2. Extended Detection and Response (XDR) monitoring of security vulnerabilities and threats.
3. Intrusion detection and prevention systems to protect against malware threats, brute-

force attacks, SQL injections, Denial of Service (DoS) and Distributed Denial of Service 
(DDoS) attacks, worms, and botnets.

4. Operating procedures, security policies, and processes ensuring the safety of all Sonar 
employees, suppliers, partners and customers.

5. Operating procedures, security policies, and processes controlling the quality of, and 
maintaining the integrity of, all Sonar information systems and services.

6. Monitoring systems providing continuous availability and optimized performance.
7. VPN Administration of all servers.
8. Centralized logs for all services.
9. Audit logs of all environmental changes.

2.3 Data Security
1. Data is transmitted to and from our servers over HTTPS and is encrypted in transit (TLS) 

using 256 bit AES (or higher) encryption.
2. Data is stored and encrypted at rest using AES 256-bit encryption.
3. All communications use SSL (Secure Sockets Layer) encryption and all data is stored in 

SOC 1 Type II, SOC 2 Type I, and ISO 27001 certified data centers.
4. Tokenization of sensitive client payment data.
5. Geographic Data residency options are available.

2.4 Physical Security 
Sonar applications are hosted on Microsoft Azure, DigitalOcean, and Amazon Web Services, in 
state-of-the-art regional data centers, designed to protect mission-critical systems with fully 
redundant subsystems and compartmentalized security zones. Our cloud data centers adhere 
to the strictest physical security measures including, but not limited to, the following:

1. Multiple layers of authentication for server area access
2. Two-factor biometric authentication for critical areas
3. Camera surveillance systems at key internal and external entry points
4. 24/7 monitoring by security personnel
5. All physical access to the data centers is highly restricted and stringently regulated

2.5 User Controls
Access to Sonar sessions is under the control of Super Administrators. Sonar Super 
Administrators are assigned by the customer for each Sonar instance with module-based user 
roles, and granular-access permissions.
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SONAR’S TECHNICAL 
SECURITY OVERVIEW

3.0 Application Security
3.1 Application Environment
Code check-ins that are peer reviewed
Enforced password complexity rules and restrictions on re-use
Session access control to restrict access to session data
Session timeout policy in place and enforced
Server OS Hardening and Configuration Management
HTTP Security Headers
XSS-Protection
X-Frame-Options
HTTP Strict Transport Security
Cache-Control
X-Content-Type
Content-Security-Policy

3.2  Penetration Testing
Sonar completes penetration testing every 4 months to check for exploitable vulnerabilities, to 
ensure the integrity of our online defences.

4.0 Technology Governance
4.1 Compliance
Sonar is actively working towards both ISO 27001 and ISO 27003 certification. The 
assessment phase has been completed, and we expect to have ISO 27001 and ISO 27003 
certification in 2022. Sonar’s commitment to privacy and security are centered around 
protecting your data, preventing external threats, empowering your individual rights, and 
the transparency enumerated by the GDPR (General Data Protection Regulation). Sonar’s 
cloud service platforms meet a broad set of international and industry-specific compliance 
standards, such as the General Data Protection Regulation (GDPR), ISO 27001, HIPAA, 
FedRAMP, SOC 1 and SOC 2. Rigorous third-party audits verify their adherence to the strict 
security controls these standards mandate.
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SONAR’S TECHNICAL 
SECURITY OVERVIEW

4.2 Privacy Practices
Sonar has implemented a Privacy Management Program aligned with global privacy 
requirements, including Canada’s Personal Information Privacy and Electronic Documents 
Act (PIPEDA), the California Consumer Privacy Act (CCPA), the California Privacy Rights Act 
(CPRA), the General Data Protection Regulation (GDPR) in the UK and Europe, and PCI DSS 
in the United States. As a certified organization, we have also covered all of the Canada Cyber 
Secure Requirements pertaining to privacy in our Privacy Management Program.

We utilize leading-edge tokenization as our encryption method to ensure the highest level 
of security in transferring sensitive data. We have stringent requirements and processes to 
follow when choosing our data-storage providers, listed above, who must maintain the highest 
level of compliance with privacy legislation. We do not collaborate with third-party payment-
process providers who are not PCI-DSS compliant.

 4.3 Operational Management & Access
Sonar may require access to customer data when dealing with support requests. When 
this is required, the Sonar customer support agent will request access from the customer 
Administrator, who will then grant the access and be responsible for removing it when the 
support request is completed.

Like most online services, we have a small number of employees who must be able to access 
user data for the reasons stated in our privacy policy. We have strict policy and technical 
access controls that prohibit employee access except in these circumstances.
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SONAR’S SECURITY 
STRATEGIES

Security is a Top Priority
At Sonar, trust is woven into the fabric of everything we do. We’re driven to build and provide 
a platform for our ISPs that also keeps their data safe and private. We deploy industry-leading 
safeguards, and continuously monitor our systems, so our customers can rest easy knowing 
their data is protected 24/7 in the cloud.

Security in the Cloud
Sonar leverages the power and security of Microsoft Azure, DigitalOcean, and Amazon Web 
Services to keep client data secure, confidential, and private in the cloud.

Our cloud service platforms meet a broad set of international and industry-specific compliance 
standards, such as the General Data Protection Regulation (GDPR), ISO 27001, HIPAA, 
FedRAMP, SOC 1, and SOC 2. Rigorous third-party audits verify their adherence to the strict 
security controls these standards mandate.

Data is stored in state-of-the-art regional data centers, designed to protect mission-critical 
systems with fully redundant subsystems and compartmentalized security zones. Our cloud 
data centers adhere to the strictest physical security measures including multiple layers of 
authentication for server area access, two-factor biometric authentication for critical areas, 
camera surveillance systems at key internal and external entry points, and 24/7 monitoring by 
dedicated security personnel.

Data Security - Industry Standard Encryption and Secure Connections
Sonar’s data is transmitted to and from our servers over HTTPS and is encrypted in transit 
(TLS) using AES 256-bit encryption. At rest, our data is stored and encrypted using AES 256-
bit encryption. All communications use SSL encryption, and our data is stored in SOC 1 Type II, 
SOC 2 Type I, and ISO 27001 certified data centers.

Network Security - Intrusion Detection and Prevention
Our networks are protected by firewalls configured to follow industry best practices for 
network ingress/egress security. Extended Detection and Response (XDR) monitoring 
of security vulnerabilities and threats protects against malware, brute-force attacks, SQL 
injections, Denial of Service (DoS) and Distributed Denial of Service (DDoS) attacks, worms, 
and botnets.

Sonar has established detailed operating procedures, security policies, and processes designed 
to: ensure the safety of all Sonar employees, suppliers, partners, and customers; control 
the quality of, and maintain the integrity of, all Sonar information systems and services; and 
provide continuous availability and optimized performance.

 

SONAR SOFTWARE  ©2021      48



SONAR’S SECURITY 
STRATEGIES

Our Shared Security Partnership
Because Sonar connects to technology that you are responsible for maintaining, security 
becomes a shared responsibility between Sonar and you.

Application Data Shared by Looker
Sonar utilizes a number of first and third-party tools in order to provide and improve the 
service.

Product usage - A third-party service (Pendo) that gathers data to help us understand 
customer usage, where our customers perceive the most value, and what areas drive the most 
impact. This data is analyzed and used to improve the Sonar product.

Configuration backups - A Sonar service that encrypts backups of system configurations, 
encrypted user and database credentials, and Sonar user settings. For redundancy, 
configuration backups are stored in multiple cloud providers.

System error reports - A Sonar service that transmits runtime exceptions to Sonar internal 
systems in order for our technicians to diagnose issues with the product.

Support access - A Sonar service that allows Sonar technicians to troubleshoot problems by 
permitting authentication into a customer’s Sonar instance.

Email notifications - A Sonar service that transmits emails in order to provide new account 
welcome emails, forgotten password reset links, etc.

In-app guides and in-product messaging - A third-party service (Pendo) that delivers 
personalized messages to users to help them more easily use the Sonar product. This service 
collects basic pseudonymized usage data in order to personalize messages and guides.
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Sonar’s Responsibilities
Cloud security - Sonar uses major, well-established, cloud hosting providers to reinforce our 
security program with additional security and availability operational controls. 

Product security - Sonar is responsible for ensuring that the code quality for our application 
is developed according to industry-wide best practices for software development, and is 
regularly tested for vulnerabilities. 

Corporate security - Sonar is responsible for educating and disseminating security best 
practices throughout the organization, and ensuring that our applications, systems, and 
networks are securely configured and monitored. 

Your Responsibilities
Cloud Security
You are responsible for configuring secure access between the Sonar application and your 
database. Sonar can provide recommendations on how to:

Enabling secure database access using tools like IP whitelisting, SSL/TLS encryption, and SSH 
tunneling
Setting up the most locked-down database account permissions for your instance
Product security
You are also responsible for controlling access and permissions for users of your Sonar 
instance within your company. Sonar recommends:

Setting up user authentication using either a native username/password option
Setting up the most restrictive user permissions and content access that still allow people to 
carry out their work, paying special attention to who has admin privileges
Setting up any API usage in a secure way
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Cloud Security Architecture
Sonar leverages the power and security of Microsoft Azure, DigitalOcean, and Amazon Web 
Services to keep client data secure, confidential, and private in the cloud. Sonar customers 
also have the added advantage of Sonar’s own security best practices. In addition, Sonar also 
uses industry best practices for the development and testing of our application, ensuring that 
our code quality meets our standards before becoming part of a Sonar release.

Cloud Infrastructure
Public cloud facilities - Sonar is managed in public cloud data centers. These facilities 
implement numerous physical and environmental controls to ensure that our customer data is 
well protected from possible theft or loss. 

Data security architecture - Sonar follows best practices for security architecture. Proxy 
servers secure access to the Sonar application by providing a single point to filter attacks 
through IP blacklisting and connection rate limiting. 

Redundancy - Sonar employs a cloud-based distributed backup framework for Sonar-hosted 
customer servers. 

Availability and durability - The Looker application can be hosted in a variety of different public 
cloud data centers worldwide.

Monitoring & Authentication
Access to a customer’s back-end servers - Access to a Sonar-hosted back-end environment 
requires approval and multiple layers of authentication.

Access to a customer’s Sonar application - Employee access to customer Sonar instances is 
provided in order to support a customer’s needs. Access requires approval and multiple layers 
of authentication. 

Monitored user access - Access to your Sonar environment is uniquely identified, logged, and 
monitored. 

Network and application vulnerability scanning - Sonar’s front-end application and back-end 
infrastructure are scanned for known security vulnerabilities. 

Centralized logging - Logs across the Sonar production environment are collected and stored 
centrally for monitoring and alerting on possible security events. 

Reputation monitoring/threat intelligence - Collected logs and network activity are checked 
against commercial threat intelligence feeds for potential risks. 

Anomaly detection - Anomalous activity, like unexpected authentication activity, triggers 
alarms. 
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Data Security Encryption
AES encryption - Locally-stored sensitive application data is encrypted and secured using AES 
256-bit encryption. 

TLS encryption - Data in transit is encrypted and secured from the user’s browser to the 
application via TLS 1.2. 

Product security
Code development - Our code is developed using a documented system development lifecycle 
process

Peer review and unit testing of code - Our code is peer-reviewed before being committed to 
the master code branch of the Sonar application. Sonar also performs automated functional 
and unit tests.

Code quality tests - Sonar utilizes automated tests specifically targeting injection flaws, input 
validation, and proper CSRF token usage. 

Penetration testing - Sonar completes regular penetration testing to check for exploitable 
vulnerabilities, to ensure the integrity of our online defenses.

Corporate Security
Personnel & Third Parties
Security organization - Led by our Cybersecurity Engineer, Sonar has established a dedicated 
information security function responsible for security and data compliance across the 
organization. 

Policies and procedures - Sonar has implemented a wide range of security policies that are 
maintained, communicated, and approved by Leadership to ensure everyone clearly knows 
their security responsibilities. 

Background checks - All new Sonar employees are required to pass a background check.

Security awareness education - All Sonar new hires complete security training as part of 
their onboarding with the company. Employees receive routine security awareness training 
and confirm adherence to Sonar security policies. Employees are reminded of security best 
practices through informal and formal communications.
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Incident response
On-call - Sonar’s Security and DevOps team is available 24/7 to respond to security alerts and 
events. 

Policies and procedures - Sonar maintains a comprehensive and documented Incident 
Response Plan. 

Incident response training - Sonar employees are trained on security incident response 
processes, including communication channels and escalation paths.
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CLOSING REMARKS 
 
 
Over the course of this document, a number of features were highlighted in order to help 
demonstrate the variety of ways Sonar can help your organization grow by simplifying day-to-
day operations, automating repetitive tasks performed by numerous departments, and how it’s 
been designed to place the needs of your organization first.

Before directing you to our knowledge base and video resources for more information, there 
are a few extra features that deserve your attention in addition to those already mentioned. 
The first is the extensive documentation and functionality provided by the GraphQL API. 
With GraphQL, you can access and modify the data in your Sonar instance in new ways, and 
for custom or complicated queries, our support team is available for guidance. Additionally, 
Sonar provides a Customer Portal, built using Laravel and accessible through GitHub, that your 
organization can download to provide a layer of access and control to your customers.

Building on these concepts, Sonar also offers assistance with creating custom reports with 
Sonar’s Business Intelligence, in-app documentation in addition to an external knowledge base, 
and easy-to-use feature request forms for any functionality you find missing that you believe 
would help your organization grow.
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